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Abstract

Small and medium-sized enterprises (SMEs) organize themselves into clusters by sharing a set of limited resources to
achieve the holistic success of the cluster. However, these SMEs often face conflicts and deadlock situations that hinder
the fundamental operational dynamics of the cluster due to varied reasons, including lack of trust and transparency in inter-
actions, lack of common consensus, and lack of accountability and non-repudiation. Blockchain technology brings trust,
transparency, and traceability to systems, as demonstrated by previous research and practice. In this paper, we explore
the role of blockchain technology in building a trustworthy yet collaborative environment in SME clusters through the
principles of community self-governance based on the work of Nobel Laureate Elinor Ostrom. We develop and present a
blockchain commons governance framework for the three main dimensions i.e., interaction, autonomy, and control, based
on the theoretical premise of equivalence mapping and qualitative analysis. This paper examines the role of blockchain
technology to act as a guiding mechanism and support the smooth functioning of SMEs for their holistic good. The study
focuses on sustainability and improving productivity of SMEs operating in clusters under public and private partnership.
This is the first study to address the operational challenges faced by SEMs in clusters by highlighting the dimensions of
blockchain commons governance dimensions.
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1 Introduction the economy. In this context, this paper examines the role

of small and medium-sized enterprises (SMEs) in maintain-
There is a growing interest in the governance of society and  ing the pace of economies and ensuring the transition from
underdeveloped and developing economies to developed
ones (Isaksen, 2018; Kozonogova et al., 2019). Businesses
form the backbone of a healthy and promising economy
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often organized into clusters based on underlying similari-
Justin Paul ties in terms of opportunities or challenges they might face
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erations (Todeva, 2006) are interconnected and complemen-
tary based on similarity (Bembenek & Kowalska, 2016).
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They involve actors from academia, government, and indus-
try agents, which are widely known as triple helix actors
(Etzkowitz & Leydesdorff, 2000). The business exchanges
and relationships between them are multifarious and com-
plex (Agostino et al., 2015; Huggins & Johnston, 2010; Jack
et al., 2008). SMEs operating in the cluster ecosystem have
lost competitive advantages due to unfavorable environ-
mental conditions (Gilsing, 2000; Lan & Zhangliu, 2012).
This is primarily due to inefficient governance mechanisms
and structures (Gilsing, 2000; Lan & Zhangliu, 2012). Pre-
vious research suggests that a cluster ecosystem increases
SME efficiency (Kudryavtseva et al., 2020). However, these
clusters are often prone to governance problems, misman-
agement, and a lack of trustworthy rules of conduct that
acts as a stimulus for ineffective cluster implications and
less than optimal benefits for stakeholders across multiple
dimensions.

Critical challenges observed concerning cluster gov-
ernance range from adherence to contractual definitions
to identity management to dis-intermediation (Gilsing,
2009; Andersson et al., 2004). These gaps in the premise
of effective cluster management in SMEs invite appropri-
ate research to establish trustworthy, transparent, and trace-
able governance mechanisms for these clusters (Balestrin &
Verschoore, 2016). There are several studies on the mecha-
nisms, innovation process in cluster governance, structure
and actors involved in cluster governance (Berthinier-Pon-
cet’s 2014; Hashimy et al., 2021; Mikhaylov, 2013). How-
ever, each of them lacks the perspective of the autonomous
and self-governance phenomenon of management and gov-
ernance of these clusters.

In the self-governance-focused context, a seminal Nobel
Prize-winning study by Ostrom (1990), ideation of funda-
mental premises for establishing community self-gover-
nance principles are articulated. Among other things, the
postulates discuss the mechanism for ensuring optimal
resource sharing and balanced individual and group interests
(Cumming et al., 2020). This seminal research also explores
the need for communication rules and protocols developed
by the community (Rozas et al., 2021). However, the postu-
lates established by Ostrom serve as a guiding framework to
address the solution premise. Nevertheless, an appropriate
medium/technological intervention must address the con-
cerns/challenges of SME clusters.

The recent technological advancement of Blockchain
technology (Nakamoto, 2008) is a solution that offers per-
spectives of trust, transparency, and traceability in host sys-
tems with automated contracts that enforce compliance with
business logic. Blockchain technology is an immutable led-
ger of data that relies on decentralization, non-repudiation,
and disintermediation (Parekh et al., 2021). However, how
the protocols that govern the blockchain evolve depends on
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the interplay of the actors involved (Polvora et al., 2020).
The trifecta of individuals, technology, and business enti-
ties engage and co-create, with the subsequent outcome of
their overlapping engagements being the norms and values,
which in turn will steer the relevance of blockchain gover-
nance (Dey et al., 2019; Liu et al., 2021).

It is daunting for MSMEs, facing intense competition in
an increasingly global world. Not using technology to opti-
mize business processes contributes to this and reduces the
ability to compete in the global world (Mukherjee, 2018). In
light of these challenges, the United Nations also promotes
trade clusters and established the United Nations Industrial
Development Organization (UNIDO) to enable MSMEs
to become competitive and build their network (Bierce,
2019). Liu and Jiang (2020) proposed a blockchain-based
decentralized and self-organized mechanism for MSMEs
in the manufacturing sector. Researchers (Abou-Nassar
et al., 2020; Chen, 2018; Wong et al., 2020; Choi et al.,
2020; Nayak & Dhaigude, 2019) have mainly focused on
the application of blockchain in supply chain. Researchers
have historically focused on upgrading the technology to
optimize the manufacturing process and quality production.

Clusters have to deal with a number of complex issues,
such as active participation of institutions, technological
innovation and capabilities, research and development, and
close competition between MSMEs (Knorringa & Nadvi,
2016). To make clusters competitive, a system that provides
institutional support based on trust is required to make clus-
ters competitive (Humphrey & Schmitz, 2002). Therefore,
the authors propose blockchain interventions to govern
clusters.

While Ostrom’s principles, blockchain, and MSME
clusters have been studied independently, there has been
no effort to study their intersection. This study addresses
this research gap by examining how blockchain can help
MSMEs govern clusters based on Ostrom’s principles. In
this study, we aim to explore how these three different con-
cepts can come together to effectively manage clusters.

The premise of establishing an equivalence between the
challenges/requirements of clusters in SMEs, Ostrom’s self-
governance principles, and the offerings and artifacts of
blockchain technology is a unique research premise that can
be a guiding mechanism for further research and practice
at large. Therefore, developing a comprehensive theoretical
framework for cluster governance that leverages blockchain
technology and Ostrom’s principles for effective clus-
ter governance is of great importance. As the Blockchain
phenomenon continues to rise, its sustainable form can
only be manifested through a coherent contribution from
both the technological and social fronts. Neither technol-
ogy nor society can exist in a silo, and their engagement
ensures that technology evolves based on societal needs
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and usage. This duality provides for an ever-evolving leap
in progress that addresses the feasibility of a technological
product (Orlikowski, 1992). The ever-expanding repertoire
of applications of blockchain or Ethereum’s transition from
proof-of-work to proof-of-stake are other examples of this
duality (Sriman et al., 2021). The study aims to propose a
governance framework for clusters challenged in the digital
economy (Cassanego et al., 2019). The study offers theo-
retical explanations built on blockchain-based decentralized
governance of clusters with governance rules defined in the
blockchain. The premises for decentralized governance of
clusters are based on Ostrom’s self-governance of com-
munities. This paper addresses the two major shortcomings
by building the ideating the meta-dimensions through a
literature review on cluster governance and presenting the
trifecta to establish the dimensions with the help of a quali-
tative analysis among three important aspects. Thereby,
using this research approach and agenda (Beck et al., 2016)

in the blockchain-governance solution, the critical research
questions that we address in this study are as follows:

e How can these requirements be implemented in a block-

chain-based architecture?
Identify the challenges for cluster governance in SMEs.
Formulate the equivalence of the theory of self-gov-
ernance in communities to mitigate the challenges of
SMEs and further transfer them mapping it further to
the artefacts of blockchain technology.

e Rationalise the key dimensions of blockchain technol-
ogy that contribute to SME cluster self-governance
based on the guiding framework of Ostrom principles
to formulate the blockchain commons governance
framework.

The remainder of the paper is organized as follows. Sec-
tion 2 introduces the complex perspectives of SME clus-
ter governance, Ostrom’s self-governance principles, and

Table 1 Blockchain technology feature S. Blockchain Tech- Definition Research Premise BTF
No. nology Feature CODE
1 Data Immutability ~ Data once captured (Azaria et al., 2016; Esposito et BTFO01

cannot be altered al., 2018)
2 Incentive Reward though inbuilt (Guadamuz & Marsden, 2015;  BTF02
Mechanism cryptocurrency system Mehrwald et al., 2019; Swan,
2018)
3 Decentralized Involvement of (Cai et al., 2018; Kuo & Ohno- BTFO03
stakeholders Machado, 2018; Patel, 2019)
4 Non-Repudiation Non-Denial (Datta, 2019; Saxena et al., BTF04
2018)
5 Disintermediation ~ Minimizing role of (Abe et al., 2018; Arya et al., BTFO05
intermediaries 2019; Parekh et al., 2021)
6 Confidentiality Maintaining person (Cong & He, 2019; Filippi & BTF06
and data confidential- Hassan, 2018)
ity and anonymity
7 Identity Valid Identities (Hossain et al., 2018; Lone & BTF07
Management Activation Mir 2019; Ting et al., 2020)
8 Simple Audits Efficient validation (Benchoufi & Ravaud, 2017; BTFO08

9 Smart Contracts

10  Consensus

Mechanism
11 BloT
12 BAI
13 Trust and
Transparency

14 Traceability

15  Tokenization

Kshetri & Voas, 2018)
(Cong & He, 2019; De Filippi & BTF09
Hassan, 2018)

Logic Implementation

Incorporating Stake-  (Bach et al., 2018; Baliga 2017) BTF10
holder Viewpoint
Blockchain and IoTfor (Brandenburger et al., 2018; BTF11
real-time data Hossain et al., 2018)
Blockchain and Al for (Chen, 2018; Mamoshina et al., BTF12
intelligent and trusted  2018; Mashamba-Thompson &
data insights Crayton 2020)
Trust and Transpar- (Beck et al., 2016; Hossain et BTF13
ency of entity involved al., 2018; Karamchandani et al.,

2020)
Source and Chain (Feng et al., 2019; Parekh et al., BTF14
Identification 2021)
Participatory investment(Alabdulwahhab, 2018) BTF15

in operations
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blockchain technology. Section 3 provides a holistic over-
view of our research methodology. Section 4 presents the
detailed analysis, and Sect. 5 discusses the proposed block-
chain idea framework for SMEs. Sections 6, 7, 8, and 9
address the implications of the research, the contribution of
the study, future directions, and the conclusion as the last
section.

2 Literature Background
2.1 Blockchain Technology

Blockchain technology is the underlying technology of
the successful cryptocurrency Bitcoin. However, with the
advent of smart contracts and the vision of blockchain tech-
nology, the application realm has reached far beyond cryp-
tocurrencies (Galvin, 2017; Parekh et al., 2021; Pawar et
al., 2020; Jain et al., 2020). Haber and Stornetta ideated the
foundation for blockchain technology by envisioning a led-
ger with a block design in which data is time-stamped and
immutable (Haber & Stornetta, 1990).

Blockchain technology, as mentioned earlier, has appli-
cations in various fields, including society, governance,
and business (Wang et al., 2018). Tech giants such as IBM
have partnered with retail giant Walmart and logistics giants
such as Merck to develop blockchain-based solutions that
bring trust, transparency, and traceability to their systems
(Androulaki et al., 2018; Galvin 2017). With this detailed
and diverse understanding of blockchain technology as a
tool for establishing trust, transparency, and traceability,
we explore the utility of this technology for collaboration
among SMEs within and across clusters.

Some of the key features of blockchain technology that
can serve as a means to support SMEs in the cluster setting
are summarized in Table 1.

The Blockchain Technology features discussed above
in the Table 1, although not exhaustive, are surely rep-
resentative of the strengths of Blockchain Technology
that can be leveraged to cater to the requirements of
SMEs in a cluster setting.

2.2 Blockchain Governance

However, blockchain governance is another critical dimen-
sion of technology assessment that needs serious consid-
eration given the research context. The governance levels
are the off-chain community, the off-chain development,
and the on-chain protocol (Pawar et al., 2020; Singh et al.,
2019). The off-chain community includes requirements
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elicitation and documentation to create a trusted ecosystem
for SME clusters using Ostrom principles. Finally, the on-
chain protocol involves the incorporation of standards and
protocols in the format of blockchain technology artefacts,
i.e., consensus mechanism, smart contracts, identity man-
agement, etc., as described in Table 1 of blockchain technol-
ogy characteristics. Data management is also an essential
dimension when measuring the volume and diversity for a
corresponding on-chain and off-chain secured mechanism.

The premise of blockchain governance is based on
how certain norms and values induced by the interplay of
stakeholders (individuals, technology, and companies) are
enforced on the pre- existing protocol. The fundamentals
that drive the blockchain governance paradigm include (a)
ownership (Di Ciccio et al., 2019; Xu et al., 2017); (b) con-
trol of access (Hardin & Kotz, 2019) and the transaction
process (Rikken et al., 2019). Facets such as data storage are
a critical cog for blockchain governance to function seam-
lessly (Reijers et al., 2018). In hindsight, such instruments
facilitating blockchain governance act as a bridge between
owners and agents who collaborate in regulating a system
governed by an algorithm-based protocol. The immutable
nature of blockchain governance ensures that the frame-
work is designed to control transactions. Transactions are
not susceptible to human error or potentially unethical
behaviour to which traditional regulatory mechanisms are
susceptible to an adverse situation. The pre-agreed proto-
col that facilitates the transaction can be viewed as an actor
which exercises governance. It does so through capabilities
such as the approval structure and voting system (Kavanagh
& Ennis, 2019; Lesavre et al., 2020; Swanson, 2015; Xu
et al., 2016). The pre-ordained protocol, that can validate
transactions independently ensures that parties involved in
the transaction cannot manipulate this mechanism (Alexo-
poulos et al., 2018).

2.3 Ostrom’s principles - self-governance of
communities

The actual work on commons (Gordon, 1954) and after that
on collective action (Olson, 1965) described the behavioral
dilemmas of collective action in social science research.
The term “collective action” refers to the collective action
of a group to achieve its common interest (Olson, 1965).
Subsequently, Hardin’s (1968) dissertation ‘the tragedy of
commons’ examined the nature of an individual interested
in maximizing his or her utility, which leads to a reduc-
tion of the commons. Due to an individual’s homo- eco-
nomicus nature, a significant conflict arises in the group,
which leads to a collective action of depletion of the com-
mons. As a result, the conflict of short-term interests leads
to unsustainability and it becomes imperative to manage the
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entities of the commons through a structure of governance
or regulation.

Given the failure to manage common-pool resources,
Ostrom (1990) argues that the approach to solving the com-
mons problem goes back to the work of Hardin (1968). The
idea of rational behavior is not to cooperate in a particu-
lar way for mutual benefit; instead, it is a variety of self-
organized practices that enable communities to fairly and
sustainably manage common resources for mutual benefit
(Ostrom, 1990). Nobel laureate Ostrom (1990) described
each participant’s contribution to and from the commons as
the part of the community that becomes increasingly com-
plex as it grows. It is required to define the boundaries of
successful management of the commons within the commu-
nity (Ostrom, 1990, 2000) (see Table 2). In her work, she
showed the possible conditions under which the community
can manage the commons. In her approach, she illustrated
requirements that an individual cannot act in isolation, nor
can he or she work in the community solely out of self-inter-
est. In doing so, she argued that it is important to develop
common protocols and rules within the community to ensure
sustainability. The originality of the community boundaries
she defined can lead to the demise of the commons if one
participant in the network achieves an individual benefit at
the expense of collective resources. Ostrom (1990) exam-
ined the meta-analysis of various case studies and theorized
a set of principles for commons’ governance (Ostrom, 1990,
2000, 2005).

These principles have clearly defined the nature of the
commons and have also been adopted in various studies on

Table 2 Ostrom Principles
Ostrom Principles

Definition

Clearly defined com-
munity boundaries
Congruence between
rules, local
needs, conditions of
common goods
Ensure participation in In order to have collective choice arrange-
modifying the rules ment and modification, people should
participate in the network who are affected
by rules

It defines the rights of access and privileges
to the stakeholders within the network.

The locus of rules that governs the behav-
iour of commons may change based on
local conditions

Some individuals in the network are
accountable for the rest of the individual
due to their role of monitoring of behaviour
If there is any conflict or change in the
behaviour of an individual in the network,
other members may find it against the rules

Monitoring

Graduated Sanctions
for rule violators

Dispute resolution
mechanisms

Accessibility to the low-cost conflict reso-
lution spaces

Enforced rules in the network with the
approval of higher authorities

The layers of an organization to address the
issues that may affect the resource manage-
ment in the network

Local enforcement of
local rules

Multiple layers of
nested enterprises

governance for the commons network in the digital space
(Hess & Ostrom, 2007; Fuster Morell, 2010). The process
of reemploying the Ostrom’s principles in a different con-
text and reanalyzing their potential in a new context refers
to changing their relevance in a social-techno perspective
(Forte et al., 2009). Rethinking the theoretical basis to reap-
ply the principles in self-governed small- to- medium-sized
irrigation systems can yield much higher outcomes than
any conventional theory (Sengupta, 1991; Ostrom, 2002).
This paper is about developing a governance mechanism for
SMEs in a cluster through community self-governance of
communities by exploring the possibilities of blockchain-
based governance. This study has explored all the intri-
cacies of blockchain concerning SMEs in the context of
governance of commons.

2.4 Cluster governance and their enforced actions

This research analyses the mechanisms that can facilitate
efficient governance of clusters based on Ostrom’s 8 prin-
ciples for how commons can be governed sustainably and
equitably in a community. We attempt to focus on sustain-
ability, improving the capability and productivity of SME
operating in clusters by applying Ostrom’s principles using
blockchain technology under a people public and private
partnership. Clusters are business networks of enterprises
that have spatial proximity, similar techniques for produc-
tion, adopt similar marketing practices, similar knowledge,
face similar challenges, and have similar opportunities (Ter-
striep & Liithje, 2018; Todeva, 2006). As Gilsing (2000)
proposed, the concept of cluster governance indicates that
cluster governance is a collective action by individual mem-
bers for a common goal that enhances adaptability in a
changing environment (Lan & Zhangliu, 2012; Lifian et al.,
2020). A cluster is an association of MSMEs and defined
by territory and proximity that nurtures trust among them.
(Bierce, 2019). A cluster is a collaboration of independent
and interdependent MSMEs and supporting institutions (Lu,
2020). Clusters is an association of enterprises located in
a geographical area, producing similar or complementary
products or services using similar technology levels, adopt-
ing similar marketing practices and communication chan-
nels, and facing similar challenges and opportunities. These
enterprises can be connected by common infrastructure
such as laboratory, quality control testing, etc. To address
their challenges. Government or MSMEs ministries identify
such clusters and provide assistance for their development
(MSMEs, 2016, September 30).

Typically, SMEs that operate in a cluster have no social
network to collaborate and interact. This reduces the flow
of knowledge and exchange of information (Storey, 2004).
Cluster governance needs to play the role of a regulator,
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coordinator, and controller. Therefore, it needs to develop
a strategic knowledge base for the cluster, therefore playing
the role of social architect (Arikan, 2009; Maskell, 2017).
Berthinier-Poncet (2014) emphasized the need for mutual
trust and cooperation for the governance of a cluster. Kudry-
avtseva et al., (2020) suggested that when SMEs work in
clusters, eco-systems are more effective. It also localizes
economies in terms of utilizing local resources, infrastruc-
ture, and land (Berawi, 2018; Berawi et al., 2019). Regard-
less of the growing significance of the clusters, many issues
obstruct them from performing at their optimum.

Efficient cluster governance requires commitment and
collective actions of all the stakeholders. It must ensure and
sustainable competitive advantage interest of the stakehold-
ers (Andersen et al., 2006). Business exchange and relation-
ships among them are multifarious and complex (Agostino
et al., 2015; Huggins & Johnston, 2010; Jack et al., 2008).
Efficient governance of such an eco-system is essential for
smooth conduct of economic activities, cluster develop-
ment, increasing productivity, and infusing innovativeness.

Each of the entities belonging to a cluster operates for
their agenda to achieve their objective. It is crucial to unite
the plans into a common objective that benefits an indi-
vidual organization and an entire eco-system cluster (Meier
zu Kocker & Rosted, 2010). The challenge is resolving the
conflicts, reaching a consensus, and working collectively
towards the common objective. It requires a certain degree
of social trust, collaboration, support, and monitoring (Bem-
benek et al., 2016). The critical challenges of cluster gover-
nance are the participation of all the cluster members, their
commitment towards the common cause, and transparency
of the system for all the stakeholders, their accountabil-
ity towards common activities, efficiently doing the work,
responsiveness towards cluster objectives, equal rights to all
the cluster participants, the system of reaching to an agree-
ment by all the cluster members (Etzkowitz et al., 2008).
Cluster governance’s importance cannot be ignored due to
the complexities involved in the management and its sig-
nificance in the economy’s growth (Balestrin & Verschoore,
2016).

3 Research Methodology

Blockchain governance is at a nascent stage and is evolving
continuously in an inter-organizational context. In this study,
a systematic search was carried out for literature review
and qualitative methods were used to get the responses
from market practitioners’ interviews (Tricco et al., 2017).
Firstly, this study has adopted the literature review analy-
sis to gain deep insights into various dimensions of cluster
governance. Secondly, equivalence mapping is theorized to
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present the trifecta to establish the relationship. The system-
atic literature review was conducted by adapting the the-
ory review method (Campbell et al., 2014; Thomas & Tee,
2021; Tranfield et al., 2003). First, a comprehensive review
was performed to extract the literature on two aspects: clus-
ter governance and the other for blockchain governance.
Blockchain governance is a relatively new field of study
compared to cluster governance; therefore, the availability
of published literature is somewhat limited compared to the
well-theorized concept of commons’ governance. To ensure
the complete extraction of published literature on the stated
topic and to develop dimensions, the broadly used databases
were accessed such as Scopus, Web of Science, Science-
Direct, and Google Scholar (Mongeon & Paul-Hus, 2016).
The database extraction method was used in addition to the
snowballing method (Wohlin, 2014) to find the related lit-
erature of the topic.

Further, both inductive and deductive approaches were
adopted to trace the relevant theoretical perspectives and
concepts (Fig. 1) (Clarke & Braun, 2014). The information
base is used to develop the theoretical equivalence mapping
among the trifecta. The equivalence mapping was used to
create and explain the relationship between trifecta based on
the identified concepts and their relationship (Bhattacherjee,
2012).

3.1 Review of literature

To address the stated research questions, a systematic search
for literature was carried out as the first step. To structure
and synthesize the search output, the systematic search for
literature is an appropriate technique to get the results on the
published literature (Claire et al., 2020; Petticrew, 2001). In
the systematic search for literature process, further steps are
adopted to find the publication on the blockchain technol-
ogy only peer-reviewed high-quality journals publications.

3.1.1 Search Outcome

After extracting relevant literature, the dimension matrix
with detail has been developed through literature to help
understand the theoretical aspect of building a new frame-
work, supporting the analysis within the literature prem-
ise Radu-Lefebvre et al., 2021; Ramdhani et al., 2014;).
Later, the synthesized matrix lists different governance
dimensions; these dimensions are overarching the critical
fundamentals of governance that are important in cluster
governance through blockchain governance. While generat-
ing these matrices, the overlapping and related governance
dimensions were grouped based on their definition. After
this reiterative process, the most updated and structured
fundamental dimensions were generated for the governance
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Finally, toral article: identified
for Generation of equivalence
mapping dimenzion:
N=48

Generation of Equivalence Mapping Dimensions

Fig. 1 Systematic Literature Review

aspect. Further, these dimensions are used to develop the
semi-structured interview questionnaire to develop a meta-
dimensional view for the social — techno aspect rather than
the techno-social view in framing the argument of gov-
ernance of clusters by equivalence mapping among the
trifecta.

3.2 Qualitative research

Further, the second step of the qualitative analysis was
performed to develop a meta-dimensional view for the
social-techno aspect. Finally, eight responses are collected
from senior or middle manager professionals from differ-
ent industries and detail for the same is provided (Table 3).
Due to the global pandemic scenario (COVID-19) (Aengen-
heyster et al., 2017), the online method was adopted to col-
lect the responses from the respondents. Semi-structured

Table 3 Description of the Interview Respondents

Respondent Current Designation Industry Sector Expere-

No. ince

1 Blockchain Developer  Research and 6 years
Development

2 Blockchain Consultant  Public services 8 years

3 Project Manager Consulting 5 years

4 Executive Director IT Services 7 years

5 Associate Consultant IT Services 3 years

6 Project Consultant Regulatory 3 years
Institution

7 Senior Manager IoT Consultant 6 years

8 Solution Architect Business Agency 8 years

Consultant

interviews have been conducted with the stated target
respondents (Table 3).

3.2.1 Data Abstraction

All the selected papers have been analyzed based on the
content published to synthesize the information (Elo &
Kyngis, 2008). Further, the semi-structured questionnaire
has been designed based on the synthesized information to
collect the required insights (Elo & Kyngis, 2008). Before
conducting the semi-structured interviews, all the guide-
lines were taken into full consideration, i.e., shortlist the
candidates based on their expertise and subject knowledge,
and understand their empirical subject knowledge (Louise
Barriball & While, 1994; Turner, 2010). The questionnaire
was divided into two major sections: central theme and fol-
low-up questions (Krauss et al., 2009). All the interviews
were carried out on the online platform; each lasted for an
average of 15-20 min and detail for the same are provided
in Table 3. All the participants were selected from differ-
ent backgrounds like consulting, governance, and public
services in the blockchain-enabled solution domain, includ-
ing geographical regions such as Germany, Spain, Den-
mark, and London. The interviews were conducted in the
Europe and UK region by looking at the intensity of block-
chain application solution in different SMEs under the EU
blockchain strategy (European Commission, 2020, October
28). After that, the feedback was recorded to perform the
thematic analysis to drive the dimensions of equivalence
mapping (Clarke & Braun, 2014). We have adopted this
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methodology to formulate “a tested useful model” (Van de
Ven, 2007), followed by developing a grounded framework
by fitting the equivalence mapping analysis. Such tech-
niques can provide critical information in developing theo-
retical arguments, conceptualizing the model, and building
the framework about governance as the final output as anal-
ysis (Urquhart, 2010).

4 Analysis

Based on all the responses’ content analysis findings, Ostrom
principles and cluster governance elements led to mapping
both the mentioned concepts to the blockchain technology
features (BTF) (Table 1). Organizing the aspects of cluster
governance with Ostrom principles resulted in the eight cat-
egories with the specific BTF, as shown in Table 2. Based
on the analysis findings, we have described the governance
of commons by analyzing the ability of blockchain technol-
ogy at hand (Orlikowski & Iacono, 2001) and their ability to
govern the dynamic system. In studying a blockchain gov-
ernance system through the lens of Ostrom’s governance
of commons, the primary vital takeaways with this align-
ment of cluster dimensions adhering to Ostrom Principles
enabled to garner critical insights into viable mechanisms
through which blockchain technology can facilitate clus-
ter governance. Table 4 describes the trifecta to establish
the equivalence mapping between three significant aspects
where the multiple dimensions interact with the stated prin-
ciples, following Rozas et al., (2021), Ostrom’s principles of
communities to delve into the innovative potential of block-
chain technology, while blockchain technology provides the
support for coordination efforts to the clusters.

4.1 Interaction

Unlike market exchange transactions — only two parties are
involved in the exchange — the cluster has multilateral prop-
erty. The extent of interaction between the participants is
highly complex, where the exchange of information hap-
pens among the participants at one point in time. When
the resources shared by multiple participants act as homo-
economicus, the collective action depletes the commons.
Thereby, it becomes necessary to manage the participants
sustainably.

According to a blockchain consultant, “But the basic
problem is underlying...basic problem is the lack of commu-
nication exchange. And what we are doing is at the end of
the day, people simultaneously exchange in the first time.”

It becomes crucial to building a common set of rules
and protocol in terms of communication among the partici-
pants to ensure sustainability within the network. To build
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a seamless exchange of information and sustainability, the
community participants should follow a common space to
resolve their conflicts. So, it’s based on the Ostrom’s 6th
and 7th principles, where conflict resolution mechanism can
be enforced with some defined local rules to achieve the
cluster’s governance. Such defined rule will be embedded
in smart contracts while the code will run itself (Reijers et
al., 2018).

According to a Project Manager, “This gives you trust
on the engagement side.... It’s simply the content sharing
principle with the management of the system. It’s a match-
making algorithm that we're currently working on, allows
you to do matches between both sites and at messaging. So
this all works on the end of the day to engage people start-
ing interacting”.

Overall, there is a high level of lateralness of exchange
among all the participants due to the multilateral nature of
the network where multiple participants interact.

According to Blockchain Solution Architect, “You can do
that for group as well on simply taking something and doing
it. So, this is why you want to share with somebody. This is
getting just simply getting access to the network for com-
munication to get the power. this information, rather than
simply the important information will simply be shown in
the end of the day and it s getting transformed for an activity
in the form of asset.”

Thus, the extent of lateralness of interaction among the
participants may be disputed but resolving this is necessary.
Therefore, in the case of cluster governance, the importance
of lateral interaction should comply to the set protocol and
rule of code of blockchain governance within the premise of
Ostrom 6th and 7th principle. So, it’s based on the Ostrom’s
principles of conflict resolution mechanism of community
governance; in this case, maybe rules are embedded in the
code to define the rules and the consensus mechanism.

4.2 Autonomy

In the clusters, there is a common range of hierarchy fol-
lowed with in the organization to interact based on the
authority between the agents. Our findings indicate that par-
ticipants in the cluster tend to be high in terms of having
an exchange of information, socialization and collaboration.

According to Project Manager, “you have a private group
with something like a classified system, you have to knock
on the door to get in and see the entries and then see the
OK. That is a good indication of the difference in terms of
autonomy to agents.”

While exchanging information, a certain level of auton-
omy will be there as part of embedded rules in the network.
The smart contract will be embedded in the network to inter-
act among the participants as a decentralized autonomous
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organization (DAOs) — a self-governed organization runs by
a set of rules.

According to Blockchain Consultant, “all the organiza-
tions will engage in the transaction using smart contract.
Whatever assets, you have digital efforts, you can tokenize
out trading, that is something you can do with everything.
Because you simply have to create your token, just put it on
a cerium, put a value on it, and then this trading thing. And
then the smart contract in the end of the day, organise how
you want to handle, you can slice and dice a doll or what-
ever with the transaction in the network of clusters.”

A token is an essential feature of blockchain, and it refers
to the process of acting on an asset. Overall, blockchain
technology can deploy tokenization to provide the complete
authorization of information to all the participants in a dis-
tributed manner to gain incentives. In the network, DAOs
will be fully autonomous and will hold tokens & assets.
Thereby, DAOs will work based on the embedded code to
fulfill Ostrom’s principles of 4th, 5th, and 8th (Monitoring,
Graduated sanctions, and Multiple layers of nested enter-
prises) for cluster governance.

According to an Associate consultant,“but as I said, the
smart contract is not a contract. Simply holding, you're
simply holding in. You're simply holding the the measures
of what happens when, in the end of the day in the gover-
nance of organization specially SME. Yes, it’s it’s all about
the smart contract And like token on the block and it’s going
to provide the monetary value in the interest of the action.”

Certainly, communities may have automatized processes
using blockchain technology to accelerate the operation and
reduce the burden of governance in the network. Autonomy
plays a crucial role in blockchain for eliciting the behavior
of network participants for maintaining the governance of
clusters.

4.3 Control

There is a series of autonomy goals of the participants within
the network, which can be described as creating goals. By
employing the rule in the network, Ostrom’s 1st principle
was re-interpreted as the digital boundaries in the context of
self-organized communities. Cluster governance is to con-
trol the participants through the rule of code in the shared
economy.

According to Senior Manager (IoT Consultant),"“/n my
opinion, system are robust and transparent. Still, theres
not much clarity about the control of data, especially about
regulating organisations in th